Приложение № 1

к Распоряжению Мэра ЗАТО Северск

от \_01.08.2018 №\_\_145 рм\_\_\_

**ПРАВИЛА**

**обработки персональных данных в Думе ЗАТО Северск**

1. ОБЩИЕ ПОЛОЖЕНИЯ
2. Настоящие Правила обработки персональных данных в Думе ЗАТО Северск (далее – Правила) разработаны в соответствии с п.п. 2 п. 1 ст. 18.1 Федерального [закона](consultantplus://offline/ref=575C01FF4EFC29ED763534714A09AB42E0E483EEB03F97C37A5AE5587E9DF038850EE0013FDBBD35U1a6M) от 27.07.2006 № 152-ФЗ «О персональных данных».

2. Настоящие Правила направлены на предотвращение нарушений законодательства Думой ЗАТО Северск (далее - Дума) в сфере обработки персональных данных.

3. Настоящие Правила являются общедоступным документом и подлежат опубликованию в информационно-телекоммуникационной сети «Интернет» на официальном сайте Думы ЗАТО Северск (http://duma-seversk.ru).

1. СВЕДЕНИЯ ОБ ОПЕРАТОРЕ

4. Оператор ведет свою деятельность по адресу: Томская область, г. Северск, просп.Коммунистический, дом 51.

5. Ответственным лицом за организацию обработки персональных данных в Думе назначен руководитель аппарата Думы ЗАТО Северск – Кучин Сергей Васильевич (телефон: 8 (3823) 77-23-70).

1. ОСНОВНЫЕ ПОНЯТИЯ

6. Персональные данные – любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных).

7. Оператор – государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными.

8. Обработка персональных данных – любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

9. Автоматизированная обработка персональных данных – обработка персональных данных с помощью средств вычислительной техники.

10. Предоставление персональных данных – действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц.

11. Распространение персональных данных – действия, направленные на раскрытие персональных данных неопределенному кругу лиц.

12. Трансграничная передача персональных данных – передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.

13. Блокирование персональных данных – временное прекращение обработки персональных данных (за исключением случаев, когда обработка необходима для уточнения персональных данных).

14. Уничтожение персональных данных – действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.

15. Обезличивание персональных данных – действия, в результате которых становится невозможным, без использования дополнительной информации, определить принадлежность персональных данных конкретному субъекту персональных данных.

16. Информационная система персональных данных – совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств.

1. СВЕДЕНИЯ ОБ ОБРАБОТКЕ ПЕРСОНАЛЬНЫХ ДАННЫХ

17. Дума осуществляет обработку персональных данных на законной и справедливой основе.

18. Дума получает персональные данные непосредственно у субъектов персональных данных.

19. Дума обрабатывает персональные данные автоматизированным и неавтоматизированным способами, с использованием средств вычислительной техники и без использования таких средств.

20. Действия по обработке персональных данных включают: сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), передачу.

21. Трансграничная передача персональных данных Думой не осуществляется.

1. СУБЪЕКТЫ ПЕРСОНАЛЬНЫХ ДАННЫХ И ИХ ПРАВА

22. Субъектами персональных данных в Думе являются:

1) депутаты Думы, члены их семей;

2) работники аппарата Думы, замещающие должности муниципальной службы, члены их семей, а также лица, претендующие на замещение должности муниципальной службы в аппарате Думы;

3) работники аппарата Думы, замещающие должности, не являющиеся должностями муниципальной службы, а также лица, претендующие на замещение должностей в аппарате Думы, не являющихся должностями муниципальной службы;

4) помощники депутатов Думы, а также лица, претендующие на замещение должностей помощников депутатов Думы, члены Молодежного парламента и Городского общественного совета, созданные при Думе;

5) граждане, представляемые к награждению наградами и почетными званиями;

6) граждане, обратившиеся в Думу, к депутатам Думы письменно или на личном приеме;

7) иные лица, обработка персональных данных которых осуществляется Думой в соответствии с действующим законодательством.

23. Субъект персональных данных (или его законный представитель) имеет право:

1) получить свободный бесплатный доступ к информации о его персональных данных и об обработке этих данных, а также получить копию любой записи, содержащей его персональные данные, за исключением случаев, предусмотренных федеральным законом;

2) потребовать уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки. При отказе Думы уточнить, блокировать или уничтожить персональные данные субъект персональных данных может заявить в письменной форме о своем несогласии и обосновать такое несогласие;

3) отозвать согласие на обработку своих персональных данных в предусмотренных законом случаях;

4) обжаловать любые неправомерные действия или бездействие Думы при обработке и защите персональных данных в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке.

VI. ОБРАБОТКА ПЕРСОНАЛЬНЫХ ДАННЫХ

24. Дума обрабатывает персональные данные с целью соблюдения норм законодательства Российской Федерации, а также в связи с:

1) реализацией трудовых отношений и ведением кадрового учета;

2) осуществлением депутатской деятельности;

3) исполнением Федерального закона от 02.05.2006 № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;

4) представлением к награждению наградами муниципального образования городской округ ЗАТО Северск, Думы ЗАТО Северск, Мэра ЗАТО Северск;

5) награждением наградами муниципального образования городска округа ЗАТО Северск, Думы ЗАТО Северск, Мэра ЗАТО Северск;

6) формированием состава Молодежного парламента и Городского общественного совета;

7) осуществлением закупок товаров, работ и услуг для обеспечения деятельности Думы;

8) оформлением документов помощника депутата Думы;

9) исполнением законодательства о муниципальной службе;

25. С целью обеспечения безопасности персональных данных при их обработке Дума принимает необходимые и достаточные правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, от несанкционированного уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

26. Дума знакомит субъекта персональных данных и его представителя под подпись с документами, устанавливающими порядок обработки персональных данных субъектов, а также об их правах и обязанностях в этой области.

27. Дума разрешает доступ к персональным данным субъекта только допущенным лицам, которые имеют право получать только те персональные данные субъекта, которые необходимы для выполнения конкретных функций.

28. Дума получает все персональные данные субъекта лично у субъекта. В случае возникновения необходимости получения персональных данных субъекта у третьей стороны Дума обязана известить об этом субъекта персональных данных, получить его письменное согласие и сообщить субъекту о целях, источниках, способах получения, а также о характере подлежащих получению персональных данных и последствиях отказа субъекта дать письменное согласие на их получение.

29. Дума не ведет обработку следующих персональных данных субъекта:

1) о политических, религиозных, философских и иных убеждениях и частной жизни;

2) о расовой и национальной принадлежности;

3) о членстве в общественных объединениях или профсоюзной деятельности (за исключением случаев, предусмотренных Трудовым кодексом Российской Федерации или иными федеральными законами);

4) о состоянии здоровья (за исключением тех сведений, которые относятся к вопросу о возможности выполнения сотрудником Думы трудовой функции);

5) об иных персональных данных, предусмотренных федеральными законами.

30. При передаче персональных данных Дума не вправе:

1) сообщать персональные данные субъекта третьей стороне без письменного согласия субъекта, за исключением случаев, когда это необходимо в целях предупреждения угрозы жизни и здоровью субъекта, а также в других случаях, предусмотренных федеральными законами;

2) сообщать персональные данные субъекта в коммерческих целях без его письменного согласия.

31. Персональные данные субъекта могут быть переданы представителям субъектов в порядке, установленном Трудовым кодексом Российской Федерации, ФЗ «О персональных данных» и иными федеральными законами, в том объеме, в каком это необходимо для выполнения указанными представителями их функций.

32. Дума в ходе осуществления своей деятельности может передавать (предоставлять) персональные данные и (или) поручать обработку персональных данных третьим лицам с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.

33. Дума предупреждает лиц, получающих персональные данные субъекта, о том, что эти данные могут быть использованы лишь в целях, для которых они сообщены, и требует от этих лиц подтверждения, что это правило соблюдено. Лица, получающие персональные данные субъекта, обязаны соблюдать режим конфиденциальности.

34. В случае если Дума поручает обработку персональных данных третьему лицу, ответственность перед субъектом персональных данных за действия указанного лица несет Дума. Лицо, осуществляющее обработку персональных данных по поручению Думы, несет ответственность перед Думой.

35. Хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральными законами.

36. Иные требования к обработке персональных данных субъекта определяются действующим трудовым законодательством и законодательством о защите персональных данных.